
DON'T BE CAUGHT
OUT!

P H I S H I N G  S C A M S . . .

Do not reply to e-mails requesting passwords, account
information etc., even if the e-mail seems to be from a
legitimate source.
Do not use a link in an e-mail to get to a web page.
Type the URL directly into you browser’s address bar.
Be vigilant when downloading e-mail attachments on
your computer. If in doubt, DO NOT DOWNLOAD.

Avoid becoming a phishing victim by following these
simple rules:

FOR MORE DETAILS CONTACT US AT
WWW.SKYTALE.COM.AU

C Y B E R  S E C U R I T Y  C O U R S E S  F O R  A L L !


